
R E A D  M O R E  A T  S I K K E R D I G I TA L . D K

 

kender til. 

LAV REGLER:

 

GEM KODEORDET:

 

DOWNLOAD GUIDE

CONGRATULATIONS
ON YOUR NEW IT KIT!
With this kit you are already well on your way to 
strengthening your company’s IT security. But to 
keep hackers at a safe distance, the key 
messages here must be top-of-mind at all times 
for your colleagues and at their fingertips.

The material in the IT kit is designed to target 
your colleagues across different touchpoints 
throughout their working day. For example, for 
joint meetings, at the lunch buffet and in the 
copy-room. The material can be used separately, 
or together. This is entirely up to you. Enjoy.

THE IT KIT GIVES YOU:
1. PDF presentation
2. A4 sheet with the 3 good tips
3. The 3 good tips as printable posters
4. Humorous reminder posters
5. Desktop background image for MAC or PC

1. A PDF PRESENTATION
Review the 3 tips at a morning meeting or
an afternoon event with the plug-and-play
PDF presentation.

2. A4 SHEET WITH THE 3 GOOD TIPS
Make it easy for your colleagues to understand
and remember the 3 good tips for better
IT security using the A4 sheet (PDF).
Put the sheet on a wall, send it as an email,
or find your own ways of creating awareness.

3. THE 3 GOOD TIPS AS 
PRINTABLE POSTERS
Print the 3 good tips in A3 format and hang them
around the office and meeting rooms to give
your colleagues friendly and humorous reminders
about IT security.
Bonus: The posters can also be printed in A4
format.

IT SECURITY

YOU PROBABLY
DIDN’T KNOW.
BUT YOU’RE OUR
MOST IMPORTANT
FIREWALL AGAINST
IT THREATS.

READ MORE AT SIKKERDIGITAL.DK

THINK
BEFORE YOU 
CLICK. YOU 
CAN DO IT!
TIP NO. 1
BE CRITICAL OF 
INCOMING EMAILS.

Today, hackers can send you 
emails that mimic the ones you 
get from colleagues. This is 
tricky and calls for you to start 
mistrusting the emails you recei-

what’s right and what’s wrong.

Actually, it’s quite simple: Are you 
in doubt? Then don’t click.

READ MORE AT SIKKERDIGITAL.DK

DON’T LISTEN 
TO THEM. 
RECYCLING 
SUCKS.
TIP NO. 2
A STRONG PASSWORD 
IS LONG AND UNIQUE.

A short password is a bad password.

accounts, it’s really bad. Simple as 
that.You see, there is a reason you 
don’t use the same key for your home, 
your car and your workplace.

READ MORE AT SIKKERDIGITAL.DK

HAVING SECRETS 
IS OKAY.
ESPECIALLY FROM 
CONMEN!

TIP NO 3
KEEP SENSITIVE 
INFORMATION 
TO YOURSELF

Never type in sensitive information
about you or your company online.
Why? Because your sensitive
information can be exploited in the
hands of a hacker – and it’s highly
unlikely that, let’s say, sales reps or
suppliers need this information.

A STRONG
PASSWORD
IS LONG AND

UNIQUE

TIP NO. 2

KEEP
SENSITIVEINFORMATIONTO YOURSELF

TIP NO. 3

TIP NO. 1
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BE
CRITICAL 
OF INCOMING
EMAILS

BE SCEPTICAL: Don’t trust anyone – and remember: 
better to be safe than sorry.
So, check the sender’s address – does it look legit? 
Look out for odd misspellings, phrasings or anything else 
that might seem suspicious.

DOUBLE-CHECK: In doubt? Call the sender of the
email or write back to ask a question only he or she 
knows the answer to.

MAKE RULES: Find out if you have – or need –
rules on money transfer in your workplace.

CREATE A UNIQUE PASSWORD: Your password
is something special and that is why you should only use 
it in one place.

SIZE MATTERS: A strong password is a long 
password. Use this to your advantage and create
a password like a sentence, a rhyme or something 
else that only makes sense to you.

STORE YOUR PASSWORD: If you need “storage”,
there are several great solutions; for example, password 
managers that will remember and protect your long and 
unique passwords.

KEEP YOUR PERSONAL INFORMATION SAFE:
Encrypt your hard disk and lock your desk drawer,
so you are the only one with access to your
personal information

TRUST IS IMPORTANT: Only give your account
details, credit reports, and other personal information to 
companies you trust. If in doubt, go find a new company 
to do business with.

DESTROY OUTDATED INFORMATION: If you have 
outdated files containing personal information, you should 
destroy them. Now. If the information is stored on your 
computer, buy a secure delete tool. 
This will help you do the job.



4. HUMOROUS REMINDER
POSTERS
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Print and hang up the humorous posters and
make IT security come to life around your
business.

COPY-ROOM REMINDER: The copy-room 
is an obvious place to remind people not to 
copy their password.

TOILET REMINDER: Your colleagues 
often take their time in the toilet, so here you 
will have their full attention.

5. DESKTOP BACKGROUND
IMAGE
Spice up the desktop background on your 
Mac or PC with the 3 good tips for better IT 
security – making sure there is always good 
advice on screen.
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GOING BIG 

IF ONLY YOUR 
PASSWORDS 
WERE AS LONG 
AS YOUR 
TOILET BREAKS.

READ MORE AT SIKKERDIGITAL.DK

BEWARE OF COPYCATS

ORIGINALS
ONLY.
DON’T COPY
YOUR 
PASSWORD.

A STRONG
PASSWORD 

IS LONG AND

UNIQUE

TIP NO. 2

TIP NO. 1

BE
CRITICAL
OF INCOMING
EMAILS

TIP NO. 3

KEEP 
SENSITIVE
INFORMATION
TO YOURSELF
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