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THINK
BEFORE YOU 
CLICK. YOU 
CAN DO IT!
TIP NO. 1
BE CRITICAL OF 
INCOMING EMAILS.

Today, hackers can send you 
emails that mimic the ones you 
get from colleagues. This is 
tricky and calls for you to start 
mistrusting the emails you recei-
ve – and your ability to figure out 
what’s right and what’s wrong.

Actually, it’s quite simple: Are you 
in doubt? Then don’t click.
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DON’T LISTEN 
TO THEM. 
RECYCLING 
SUCKS.
TIP NO. 2
A STRONG PASSWORD 
IS LONG AND UNIQUE.

A short password is a bad password.
And if you reuse it across different
accounts, it’s really bad. Simple as 
that.You see, there is a reason you 
don’t use the same key for your home, 
your car and your workplace.
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HAVING SECRETS 
IS OKAY.
ESPECIALLY FROM 
CONMEN!

TIP NO 3
KEEP SENSITIVE 
INFORMATION 
TO YOURSELF

Never type in sensitive information
about you or your company online.
Why? Because your sensitive
information can be exploited in the
hands of a hacker – and it’s highly
unlikely that, let’s say, sales reps or
suppliers need this information.


